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Chairperson’s Address
Members of Parliament, Delegates,

We meet today as the authors of no one's political script, as envoys of no one's agenda, as
representatives of no party, ideology or wing but as legal trustees of the Republic—called upon
by fate and circumstance to serve our highest constitutional duty under the gravest of
responsibilities ever to be placed in a democracy's charge: the obligation to govern under the
weight of crisis.

The Parliament of India, our sacred shrine of democracy, has been violated. What started as a
terrifying terrorist attack has now evolved into an extraordinary national emergency. The Prime
Minister, Shri Atal Bihari Vajpayee, and the Leader of the Opposition, Smt. Sonia Gandhi, have
been taken hostage — a crime so outrageous, so deliberate, that it imperils not just the lives of
individuals but the very soul of our constitutional order.

At this hour, our country looks not at party, but to hope. Pray that all of its leaders, gathered in
this city of power, will be blessed with supple skin and answer history’s call with unity, strength
and wisdom.

This committee is on the brink of making decisions that will shape our nation’s future. Public
morale will be formed on your utterances. Your votes will determine policy. Your commands
might mean the difference between life and death. And your honesty will either form or collapse
the columns of our democracy.

I hope you will do so not with an eye on personal ambition or under political strategy, but as a
collective commitment to the Republic of India. Debate fiercely, but with dignity. Question
boldly, but constructively. And, most important, lead with courage, not convenience.

Let’s make this the session of Parliament when we remind our people — and the world — that
India’s strength flows not only from its armed forces or economy or the resilience of our
institutions, but is also based on the irrepressible spirit of our democracy.

The Chair now officially opens the AIPPM Crisis Committee.
Jai Hind.

Arv Jakhodia,
Chairperson,
The All India Political Party Meet.
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Introduction to the Crisis: A Nation on Edge

In December 2001, India stood on the precipice of political chaos and national trauma. The
attack on the Indian Parliament on December 13 was not merely a violent breach of the country’s
most sacred democratic institution — it was a direct assault on the sovereignty of a nation
already fraying under political instability, ideological polarization, and systemic security lapses.

The months leading up to the attack were marked by increasing political fragmentation and
deepening mistrust between parties. Ideological divides, particularly over issues of nationalism,
religious identity, and regional autonomy, had hardened into outright hostility. Parliament,
instead of serving as a forum for constructive debate, had become a battlefield of rhetoric and
partisanship.

This polarization was mirrored by growing vulnerabilities within India's internal security
structure. Warnings about potential threats to key government sites had surfaced repeatedly, but
a series of intelligence lapses and a lack of inter-agency coordination left vital institutions
exposed. Despite escalating tensions with Pakistan and the growing visibility of terrorist
networks in the region, critical safeguards remained underdeveloped or unenforced.

The Parliament attack did not occur in isolation. It was the culmination of months. even years, of
systemic failures, unheeded warnings, and growing extremism. As gunmen breached the gates of
the Lok Sabha, what unfolded was not just a security breach but a national reckoning.

Anatomy of the Parliament Attack
Entry:

On the morning of 13 December 2001, India’s Parliament was in session but had just adjourned
for the day. Top leaders including Vice President Krishan Kant, Home Minister L.K.

Advani, Defence Minister George Fernandes, and many other Members of Parliament (MPs)
were either inside or had just left the premises.

At approximately 11:40 AM, a white Ambassador car, commonly used by government officials,
approached Gate No. 12 of the Parliament House Complex. The car bore a forged sticker of the
Ministry of Home Affairs and a red beacon, a clear attempt to mimic a high-security official
vehicle. The attackers wore Army fatigues and official-looking badges, giving them the
appearance of legitimate personnel.

As the car neared the security checkpoint, constable Kamlesh Kumari of the CRPF, stationed at
Gate No. 11, became suspicious of the vehicle’s erratic movement and unauthorized approach.
Before it could be thoroughly inspected, one of the terrorists opened fire. Kamlesh Kumari ran
toward the vehicle to prevent its entry but was gunned down, becoming the first fatality of the
attack.

Simultaneously, the terrorists attempted to detonate the car, which was rigged with explosives,
but the bomb failed to explode, a malfunction that arguably prevented a mass casualty event.



This forced the attackers to abandon their vehicular plan and proceed with a direct assault on
foot.

Their plan was to enter Parliament, take lawmakers hostage or assassinate them, and create a
spectacle of violence intended to paralyze Indian democracy. However, due to heightened
alertness by Parliament staff and security personnel, their path into the main chamber was
blocked, initiating a chaotic gunbattle across the premises.

Execution:

Once the shooting began, the Parliament complex became a battlefield.

The five terrorists, all carrying AK-47 assault rifles, pistols, hand grenades, and explosives, split
into two groups. Their attack was coordinated, suggesting prior training and detailed
reconnaissance. One group moved toward Gate No. 5, the VIP entrance used by ministers, while
another headed toward Gate No. 1, the route for media personnel and other visitors.

They fired indiscriminately at security personnel, staff, and bystanders. MPs and officials were
rushed into secure rooms and underground bunkers, with some forced to hide under desks or
behind pillars as bullets tore through the compound. A total of over 200 people were present
inside the complex at the time, including journalists, Parliament workers, and cleaning staff.

The Delhi Police, Central Reserve Police Force (CRPF), and Parliament Security Service sprang
into action within minutes. Despite being lightly armed and outgunned, their quick response and
intimate knowledge of the building’s layout helped contain the attackers within the outer
perimeter. The confrontation turned into a close-quarter gunfight in the Parliament’s parking
area, garden paths, and outer corridors.

Security forces displayed extraordinary courage, notably:
e Head Constable Jaipal Singh, who engaged attackers directly despite being injured.
e Constable Om Prakash, who blocked their advance with return fire near Gate No. 3.
e (Constable Ghanshyam, who neutralized one terrorist before succumbing to injuries.

By 12:10 PM, all five terrorists had been killed. The Parliament building itself remained intact,
but the compound bore bullet holes, shattered glass, and bloodied corridors. In all, nine
individuals, six Delhi Police and CRPF officers, two Parliament guards, and a gardener, were
martyred and over 15 were injured.

Aftermath:

Political Instability and Unrest



The attack on Parliament on 13 December 2001 triggered an immediate wave of political
condemnation and shock across the nation. Members of Parliament who had narrowly escaped
the attack, including prominent leaders like Home Minister L.K. Advani, Defence Minister
George Fernandes, and External Affairs Minister Jaswant Singh, condemned the assault as not
merely an act of terrorism but a direct challenge to Indian democracy.

All major political parties, including the Bharatiya Janata Party (BJP) and the opposition Indian
National Congress, briefly put aside partisan divisions to present a united front in the face of
what was perceived as a national crisis. Parliament was adjourned for the day, and security
around government buildings, elected officials, and key urban centers was immediately
heightened. The Cabinet Committee on Security (CCS) convened an emergency meeting that
evening to assess the situation and begin discussing India's response.

Public sentiment across India was one of deep anger, fear, and anxiety. The fact that armed
terrorists had managed to infiltrate the most secure building in the country stunned the

nation. Citizens questioned the competence of intelligence and security agencies, and demands
quickly grew for answers, accountability, and stronger counter-terror mechanisms. Though full
political instability had not set in as of the day of the attack, the foundations for future
parliamentary debate on national security failures were already being laid.

Diplomatic Fallout and Military Escalation

While the full diplomatic standoff with Pakistan would unfold in the days and weeks following
the attack, the evening of 13 December 2001 already saw signs of escalating tensions. The Indian
government strongly suspected Pakistan-based terrorist groups. Though investigations were still
at a preliminary stage, intelligence agencies had begun piecing together early leads suggesting
the involvement of cross-border elements.

India's Ministry of External Affairs summoned the Pakistani High Commissioner Ashraf
Jehangir Qazi late that day to lodge a formal protest and demand immediate action against terror
outfits operating on Pakistani soil. No official declaration of military mobilization had been
made as of 13 December, but alert levels were raised along the Line of Control, and top military
commanders were briefed on potential escalatory scenarios. Reports indicated that both

the Indian Army and Air Force were placed on high operational alert as a precautionary measure.

Internationally, the United States, the United Kingdom, and the United Nations quickly
condemned the attack.

Economic Consequences

On the day of the attack, the Bombay Stock Exchange (BSE) reacted negatively. Trading was
briefly disrupted as news of the assault broke mid-session. Investors feared that the attack might
trigger a broader security crisis or even armed conflict with Pakistan, leading to a sharp dip in
market sentiment. The Sensex fell over 100 points intraday, reflecting a typical response to high-



impact political shocks. While the market stabilized somewhat by the end of the session, the
event sowed seeds of volatility that would persist in the coming days.

The Indian rupee weakened slightly against the U.S. dollar, as currency markets responded to the
uncertainty surrounding potential military action. Foreign investors, already cautious after global
disruptions post-9/11, grew warier. There was also growing concern that India’s promising
growth momentum, fuelled by liberalization and tech-sector expansion, could face a temporary
setback if the security environment deteriorated.

Though no concrete economic policy decisions were made on 13 December itself, the
government began evaluating the financial implications of tightening national security, including
the cost of deploying additional forces and upgrading infrastructure across major cities. Already
strained by post-Kargil military expenditures, the national budget was poised to absorb further
pressure if tensions escalated.

Security Reforms and Intelligence Overhaul

The attack on the Indian Parliament on 13 December 2001 represented a grave failure of internal
security and exposed critical weaknesses in India's intelligence and law enforcement systems. In
the immediate aftermath, the government and security agencies launched a series of short-term
emergency measures aimed at preventing further attacks and reinforcing the protection of high-
value targets.

The most urgent reforms were concentrated around the Parliament complex itself. Entry
procedures were revised to prevent unauthorized vehicles or individuals from gaining access, and
all existing security protocols were reevaluated. Greater emphasis was placed on multi-agency
coordination within the Parliament Security Service, the Central Reserve Police Force (CRPF),
and the Delhi Police. Additional personnel were deployed around sensitive installations in New
Delhi, including Rashtrapati Bhavan, the Prime Minister’s Office, and foreign embassies, which
were all placed on heightened alert.

At the national level, intelligence-sharing between the Intelligence Bureau (IB) and Research and
Analysis Wing (RAW) was urgently reviewed. Although both agencies had independently
flagged the possibility of a major terror strike in the weeks prior to the attack, the Parliament
assault made clear that these warnings had not been sufficiently coordinated or acted upon. As a
result, senior government officials began reassessing the standard operating procedures for inter-
agency communication, especially with regard to threats originating from across the Pakistan
border.

Security audits were ordered for critical government infrastructure across the country. Key
government buildings, airports, railway stations, and military bases were placed under enhanced
surveillance. The Ministry of Home Affairs also began consultations on the possible introduction
of new anti-terror legislation, eventually leading to the drafting of the Prevention of Terrorism
Ordinance (POTO). This legislation is in its ordinance stage, having been introduced in October
2001.

The Hostage Situation



In an unprecedented escalation following the deadly terrorist assault on the Indian Parliament
this morning, credible sources confirm that Prime Minister Atal Bihari Vajpayee, Leader of
Opposition Sonia Gandhi, Home Minister L.K. Advani, and several other senior ministers have
been taken hostage by the attackers inside a secure chamber of the Parliament House complex.

The attack began at approximately 11:40 AM, when five armed militants disguised as official
personnel stormed the complex in a stolen Ambassador car bearing a forged Parliament sticker.
The initial shootout with security forces was assumed to have neutralized the threat within 30
minutes. However, shortly before noon, it became apparent that a second team of attackers had
already infiltrated the Parliament building and taken position inside the ministerial corridor near
the Lok Sabha lobby.

As chaos unfolded outside, the secondary group, heavily armed and carrying explosives,
reportedly barricaded a secured conference room where several top leaders had gathered
following the adjournment of the session. Emergency protocols failed to prevent the breach due
to a critical miscommunication between the Parliament Security Service and the Delhi Police,
who had presumed the complex had been fully evacuated.

At least nine prominent political figures are confirmed to be inside the chamber, including
Vajpayee, Sonia Gandhi, Finance Minister Yashwant Sinha, External Affairs Minister Jaswant
Singh, and Communist Party leader Harkishan Singh Surjeet. The attackers, believed to be
affiliated with Pakistan-based terror groups Jaish-e-Mohammed or Lashkar-e-Taiba, have
made no public demands as yet, but sources suggest initial contact was made with intelligence
officials at around 1:15 PM.

The entire Parliament Street area has been cordoned off, and NSG (National Security Guard)
commandos were seen entering the premises at approximately 1:45 PM, accompanied by top
officials from the Home Ministry. Delhi is under high alert, with military units being placed on
standby and air surveillance intensified over the capital.

There is deep concern that the attackers may be using the hostages as leverage to spark a
constitutional crisis or to negotiate for the release of jailed militants. The nation watches with
bated breath as tense negotiations are reportedly underway.

Initial Government and Security Forces Response & Terrorist Demands

Within minutes of the shocking revelation that several senior ministers, including Prime Minister
Vajpayee and Leader of the Opposition Sonia Gandhi, were being held hostage inside the
Parliament complex, the government swung into crisis mode. The Cabinet Committee on
Security (CCS) convened an emergency meeting at the Prime Minister’s residence, with top
officials from the Home Ministry, Intelligence Bureau, and the armed forces present. Immediate
coordination was established between the Delhi Police, Central Reserve Police Force (CRPF),
and the National Security Guard (NSG), which was urgently mobilized to lead the hostage rescue
operation.



Security perimeter around Parliament was expanded drastically, with key routes sealed and aerial
reconnaissance launched to monitor the complex. Communications were tightened, but despite
this, initial confusion and misinformation about the number of attackers and hostages hampered
rapid action. The Parliament Security Service, responsible for internal security, took a central
role but was quickly reinforced by NSG commandos trained in counterterrorism and hostage
rescue.

At approximately 1:15 PM, the first direct communication from the hostage-takers was received
via a phone line they had seized inside the chamber. The terrorists issued a chilling set of
demands: immediate release of all detained militants affiliated with Lashkar-e-Taiba and Jaish-e-
Mohammed, cessation of Indian military deployments along the Pakistan border, and a public
declaration from the Indian government acknowledging Kashmir as a disputed territory under
UN resolutions. They threatened to begin executing hostages within hours if their demands were
not met.

The government, while maintaining a public posture of calm and resolve, internally grappled
with the gravity of the situation. Officials emphasized the imperative to avoid premature military
action that could endanger the lives of the hostages, yet recognized the urgency of neutralizing
the terrorists swiftly. Negotiators from the Intelligence Bureau attempted to open a dialogue, but
the militants remained hostile and uncooperative, issuing intermittent threats to escalate violence.

As the day wore on, security forces began preparing for a potential tactical intervention,

deploying snipers and explosive breaching teams, but a full-scale assault was withheld pending
further intelligence.

Terror Organisations:

The heinous attack on the Indian Parliament immediately prompts the burning question: who was
behind it? Several terror groups were potentially linked to the incident, mostly based out of
Pakistan. With adequate motive and opportunity, the following organisations were identified as
likely suspects:

1. Jaish-e-Mohammed (JeM)

Founded in the year 2000, Jaish-e-Mohammed is a jihadist terror group based in Bahawalpur,
Pakistan. With links to Al Qaeda, the Afghan Taliban and the Pakistani ISI, the group operates
through suicide attacks, fidayeen raids and symbolic strikes. With the Al-Rehmat and Al-Furgan
trusts as their primary funding sources, JeM is recognised by the United Nations as a foreign
Islamic jihadist organisation.

The main objective of Jaish-e-Mohammed is to “liberate” Kashmir, and subsequently the rest of
India, and merge it with Pakistan. The founder of the organisation, Maulana Mansoor Azhar (a
close associate of Osama bin Laden and Mullah Omar) was held in Indian custody following the
hijacking of Flight IC814 in 1998, but was subsequently released as part of a hostage exchange.
Following this, he declared that “Muslims should not rest in peace until [they] have destroyed
India.”



Aside from the IC814 hijacking and a suicide attack in the Indian Army barracks in Kashmir in
2000, the JeM most recently claimed responsibility for the attack on the Legislative Assembly of
Jammu and Kashmir in October 2001, killing 38 people. Considering the similarity of this attack
just two months prior to the attack on Parliament, Jaish-e-Mohammed is a prime suspect in this
case. With their ties to Pakistan’s Inter Services Intelligence, which allegedly aided in its creation,
funded its activities and supported its members, there is a high likelihood that the attack was
orchestrated by the Pakistani government, prompting a high degree of suspicion and political
tension between India and Pakistan.

2. Lashkar-e-Taiba (LeT)

Established in 1987 with headquarters in Muridke, Pakistan, Lashkar-e-Taiba is another prominent
jihadist organisation. Its founder, Hafiz Muhammad Saeed, and military commander, Zaki-ur-
Rehman Lakhvi, have received support from Osama bin Laden and the ISI in carrying out their
terror operations with the objective of merging the entirety of Kashmir with Pakistan. Through
Jamaat-ud-Dawa, a front organisation, LeT has also financed terrorism and provided training and
support towards other terrorist groups.

The group is known for acting through guerrilla-style operations, suicide attacks, and cross-border
infiltrations, as well as frequently targeting civilians in public place. With involvement in the 1998
Wandhama massacre, the 2000 Chittisinghpura massacre, the 2000 attack on the Red Fort as well
as a collaborative role in the attack on the Jammu & Kashmir Legislative Assembly, LeT is likely
to have acted in the attack on Parliament, whether alone, in collaboration with other entities or as
a proxy on behalf of the Pakistani ISI.

3. Harkat-ul-Mujahideen (HuM):

Harkat-ul-Mujahideen is a jihadist outfit, initially founded as a splinter group of Harkat-ul-Jihad
al-Islami (a Pakistani group created in 1980 to combat the Soviet forces in Afghanistan). Based in
Pakistan Occupied Kashmir, HuM has bases in towns like Rawalpindi and Muzaffarabad. Initially
founded by Fazlur Rehman Khalil, HuM is now led by Farooq Kashmiri.

The group worked alongside JeM in the IC-814 aeroplane hijacking in 1999. Similar to other terror
outfits, HuM engages in abductions, hijackings and guerrilla warfare with the objective of
establishing Islamic rule in Kashmir. Although not as prominent as JeM and LeT, HuM’s
experienced members, radical ideology and proximity to groups like Al Qaeda and the Taliban
suggest that it could be a potential accomplice in the Parliament attack.

4. Al Qaeda

Founded by Osama bin Laden in 1988, Al-Qaeda is a global jihadist network operating out of
countries in South Asia and the Middle East. The group aims to establish a global Islamic caliphate



through jihad. The outfit’s attacks are mostly directed against the United States, most prominently
the deadly September 11th attacks in 2001. However, Al Qaeda’s pan-Islamic ideology and close
links to terror organisations in the Indian subcontinent (to whom it provided ideological
mentorship, funding and training) imply that they could be indirectly involved in the attacks.

5. Inter Services Intelligence (ISI):

The ISI is Pakistan’s premier intelligence agency, composed of high ranking officers of the
Pakistani Armed Forces. The ISI and its subsidiary, the Covert Action Division (CAD), are tasked
with conducting clandestine intelligence operations and safeguarding national interests. However,
the ISI has been accused of backing terror organisations and aiding them in sowing chaos in other
countries, especially in India. Some rogue actors within the agency are believed to be directly
involved in conducting operations in Indian territory.

The ISI has been linked to the creation, funding, and training of groups such as Jaish-e-
Mohammed, Lashkar-e-Taiba, and Harkat-ul-Mujahideen. Utilising non-state actors to carry out
lethal operations and destabilise regional rivals allows the ISI and Pakistan to maintain plausible
deniability in international forums. The ISI’s ties with prime suspects in the Parliament attack,
such as JeM and LeT, point to its potential role as an architect, facilitator or sponsor in the incident.
If substantiated, this would suggest Pakistan’s engagement in state-sponsored terrorism, a situation
which will not be taken lightly by India and could spiral into all-out war.



Political Implications: Leadership in Crisis

The fictional abduction of the Prime Minister (Atal Bihari Vajpayee) and the Leader of Opposition
(Sonia Gandhi) is a pivotal moment in this committee. In the absence of the PM, a leadership
vacuum emerges. Delegates must navigate a volatile state of affairs as they race against the clock
to secure the safe return of the hostages, as well as take action against the perpetrators of the attack.
Opportunistic parliamentarians may even take advantage of the ensuing political turmoil and
power struggle to further their own agendas.

The following portfolios shall play key roles in the committee:

e Acting Prime Minister:
Following the abduction of the Prime Minister, the delegates’ first priority must be to select
a worthy Acting PM to take charge of the nation in the interim period. The acting PM must
be able to handle any situation thrown at them, while retaining the support of the house and
trust of the people. As the leader of the nation, it is the acting PM who will serve as the
figurehead of the government, spearheading its successes and bearing the consequences of
its failures. Whether the role is assumed by high ranking ministers, such as the Home
Minister and Defence Minister, or by another enterprising candidate, depends on the
delegates’ lobbying skills and ability to prove themselves in the face of unimaginable
pressure.

e Home Minister:
One of the seniormost Cabinet ministers, the Minister of Home Affairs is responsible for
maintaining the nation’s internal security and domestic policy. With control over the entire
country’s police force, the Home Minister must oversee domestic law enforcement,
intelligence coordination, and addressing the breach in the nation’s security by the
attackers. The possibility of domestic involvement in the attacks cannot be ruled out, and
it will be up to the Ministry of Home Affairs to identify the terrorists, pinpoint their local
bases and take sufficient measures to eliminate this threat. Further, the Home Minister must
play an active role in advising the acting PM regarding the neutralisation of internal threats,
navigating the ensuing state of emergency and pacifying the panicked public.

e Defence Minister:
The Ministry of Defence, with control over the entirety of the Indian Armed Forces has a
key role to play in this crisis. The threat of all-out war between India and Pakistan following
a heightening of tensions cannot be ignored, forcing the Defence Minister to craft strategic
plans and prepare the military to neutralise potential attacks from across the border. The
army, air force and navy must be suitably mobilised to ensure the security and territorial
integrity of the nation while also taking military action against the terrorist organisations
behind the attack. Along with the Acting PM and Home Minister, the Defence Minister
must take action at the highest level to ensure the swift and secure retrieval of the PM and



LoO, whether ~ through  military action or strategic negotiations.

External Affairs Minister:
The implication of Pakistani involvement in the attacks leads to a diplomatic crisis for
India. The Minister of External Affairs must act as India’s spokesperson at the international
level, maintaining a firm stance against the enemies of the nation while navigating the
escalation in diplomatic tensions. Securing foreign support, holding bilateral negotiations
and projecting the nation’s interests at global forums will be the EAM’s priority. Whether
or not India faces a devastating war with Pakistan, a nuclear-armed country, depends on
the EAM’s competence at diffusing the volatile situation. The EAM’s counsel will be
invaluable to the Acting PM, defining the framework upon which the nation proceeds. A
deep knowledge of India’s foreign policy, a strategic approach to international relations
and a commitment to diplomacy will be the EAM’s greatest assets.

Other ruling party members:
The majority party in the Lok Sabha forms the government, and hence has complete control
over the nation’s course of action in the face of this emergency. Each and every ministry
has a unique role to play in the crisis, and it will be up to the delegates to utilise their
creativity and capabilities to maintain the nation’s integrity on various different fronts.
Delegates must make strategic and rational decisions for the benefit of the nation, while
defending their actions before the opposition party, international bodies and general public.
Through inter-departmental collaboration and the integration of the entire ministry to form
a unified response to the attack, the ruling party can make suitable use of the powers vested
in them, proving their mettle in handling any challenge faced by them.

Opposition members:
The members of the opposition party must act as a check and balance on the powers of the
government. The very foundation of our democratic nation depends upon the opposition’s
commitment to constructive criticism of the ruling party’s decisions. Their valuable
feedback and opinions will ensure that the government makes informed collective
decisions, especially in a time when one wrong move could spell doom for the nation.
Knowing when to counter the ruling party’s decisions while also understanding the need
for unity and collaboration in a time of crisis is the cornerstone of the opposition’s
functions.

However, the pursuit of political power is a strong motivator which cannot be ignored. The
lapse in the ruling party’s ability to ensure the security of the nation’s highest ranking
parliamentarians in the heart of Indian democracy gives the opposition the opportunity to
question its competence. By playing their cards wisely, the opposition can win over the
house and the general public, furthering their own agendas. Perhaps the greatest weapon
possessed by the opposition, to be used to enforce collective responsibility when the house
has lost faith in the ruling party, is the No Confidence Motion. Forcing the entire ministry



to resign, this is a highly disruptive initiative which will test each and every delegate’s
skills to the fullest.

e Unallied parties:
Amidst conflict between the ruling party and the opposition, the support of the unallied
parties will determine the fate of the motions introduced in the house. Taking advantage of
this situation, the opposition parties can manoeuver their way into a position of power in
the house, manipulating fellow delegates to further their own interests while backing
whichever party they consider capable of ensuring the nation’s success in this crisis.

Military and Tactical Dilemmas

The decision to undertake a rescue operation for the kidnapped Prime Minister and Leader of the
Opposition presents a web of complex military and tactical challenges, where the stakes include
not only the lives of the hostages but the integrity of India's democratic command structure. Any
consideration of force must begin with an honest appraisal of known intelligence: the hostage
location, number and identity of captors, level of armament, terrain, and timing constraints. Rescue
options might range from precision strikes by special forces, covert entry-and-exfiltration missions
with foreign support (e.g., Israeli Mossad, US Navy SEALSs), or surgical drone operations—each
carrying varying levels of risk and operational feasibility. But these possibilities must be weighed
against the strategic dilemma of negotiation versus direct military action. Engaging in negotiations,
while potentially buying time and preserving life, may set a dangerous precedent by validating the
efficacy of political hostage-taking as a terror tactic. Conversely, rushing a military operation risks
failure, catastrophic collateral damage, or even the death of national leaders—which could trigger
mass unrest or constitutional breakdown. Risk assessment becomes essential, factoring in not only
tactical success probabilities but the wider repercussions on public perception, international
legitimacy, and terrorist morale. Additionally, questions arise about operational leadership in the
absence of the civilian chain of command: who authorizes force, and under what oversight? The
military may be tempted to assert expanded autonomy, raising fears of overreach. Therefore, the
committee must define clear thresholds for military action—perhaps including the involvement of
a temporary civilian-military oversight council-—and construct a doctrine that harmonizes force
readiness with the absolute protection of civilian authority. Ultimately, India’s crisis response must
walk a razor-thin line: demonstrating strength without descending into authoritarianism, using
tactical acumen without sacrificing constitutional values.

Media, Misinformation, and Public Morale

In an age dominated by real-time media and viral social networks, managing public perception is
as critical to national stability as boots on the ground. The kidnapping of national leaders—an
event unprecedented in India’s post-independence history—has triggered a media frenzy, with



news outlets broadcasting speculation, emotional appeals, and in some cases, unverified leaks.
Without centralized communication control, panic can spread faster than facts. Thus, the
committee must rapidly implement a multi-pronged media strategy that balances transparency with
security, freedom of speech with national interest, and public morale with operational integrity.
First, the government must designate an official crisis spokesperson responsible for daily briefings,
releasing only vetted, verified information. Media coverage restrictions—such as embargoes on
hostage location speculation or operational planning—must be established through legal
frameworks or emergency press codes, ideally backed by bipartisan consensus. At the same time,
the role of social media is a double-edged sword: while it can be used to rally public unity and
crowdsource information, it also becomes a breeding ground for hysteria, disinformation, and
emotional manipulation. The committee must task cyber command units and information
ministries with monitoring platforms, removing dangerous misinformation, and deploying rapid-
response “truth units” to counter viral fake news. Psychological operations, though controversial,
may also be deployed—including the strategic release of “leaked” audio clips from the hostages,
falsified locations to throw off captors, or morale-boosting propaganda to stabilize the public.
However, ethical boundaries must be clearly drawn—truth cannot be sacrificed wholesale, or the
government risks losing public trust permanently. India must respond not just to the physical threat
of terrorism, but to the narrative war unfolding on screens and smartphones. A mismanaged media
response could lead to widespread fear, civil unrest, or loss of faith in government institutions—
making narrative control a non-negotiable priority of national survival.

Parliamentary Precedents: Crisis Governance

India’s constitutional framework, forged in the fires of partition and refined through decades of
democratic evolution, provides a detailed but often ambiguous roadmap for national
emergencies—raising vital questions of legality, precedent, and political ethics in times of extreme
crisis. The simultaneous kidnapping of the Prime Minister and the Leader of the Opposition creates
a leadership void without direct precedent, compelling the committee to look to both historical
analogs and constitutional provisions to guide action. Past political crises—such as Indira Gandhi’s
declaration of Emergency in 1975, the assassination of Rajiv Gandhi in 1991, or the Mumbai
attacks of 2008—offer partial templates, but none replicate the full collapse of executive and
parliamentary command. Article 352 of the Indian Constitution allows for a National Emergency
in the case of “external aggression or armed rebellion,” which could arguably be invoked here if
the abductions are linked to transnational terrorism. However, emergency powers must be handled
with the utmost restraint; they enable suspension of certain civil liberties and permit centralized
control of state machinery, often at the cost of democratic norms. The debate over invoking
martial law is even more contentious: while not explicitly defined in Indian law, it may be
considered if constitutional governance breaks down entirely. Some delegates may argue that
military control of national security is needed temporarily to restore order; others will caution that
such a move undermines the very institutions being protected. The committee must therefore
examine the thresholds for activating constitutional emergency provisions, weigh the dangers of
excessive executive power, and propose a civilian-led interim command structure that operates



within legal bounds. This structure might include senior judges, the Speaker of the Lok Sabha,
defense chiefs under civilian control, or bipartisan emergency councils. Ultimately, the challenge
lies in honoring the spirit of Indian democracy amid the most undemocratic of circumstances—
resisting the temptation of overreach, even when security and survival seem to demand it.

Nationwide Clampdown: Emergency Protocols

In wake of the shocking attack, the government may invoke emergency protocols under the
Prevention of Terrorism Act and the National Security Act. These measures involved may include
sealing interstate borders, deploying forces in frontier regions, enforcing curfews in sensitive
zones, and suspending communication services in high-risk areas. The police, intelligence services
and armed forces would be placed on high alert to pinpoint the perpetrators of the attack, rescue
the hostages, neutralise external and internal threats and maintain peace and security within the
nation. With heightened powers in order to deal with the situation, the government will have free
rein when it comes to subduing threats within the country. Censoring the media, suspending
constitutional rights (such as the right to freedom of speech and the right to assemble in public
places), detaining suspected insurgents, monitoring communications and scrutinising foreign
nationals are just a few of the government’s potential measures to crack down on the terrorists.
Delegates must deliberate on the ethical consequences of their actions while prioritising the
necessity for effective measures towards national security.

Public Reaction:

The public response in wake of the shocking attack could vary from patriotic fervour and a desire
for radical action to widespread panic and a loss of faith in the government. A rise in communal
violence and civil rights debates will force the government to act cautiously while neutralising the
ensuing chaos. The heightened security protocols may promote criticism of the ruling party from
the opposition, Indian citizens and even foreign governments, forcing the ruling party to provide
a strong justification for their stance. Amidst political backlash, criticism of its measures and
increasing public pressure, the government must prove their competence and commitment to
securing the safe return of the hostages and punishing those responsible for the attack. With each
action under the microscope, all it takes is one mistake to plunge the nation into uncontrolled
chaos.

International Reactions and Strategic Calculations

The shocking abduction of both the Prime Minister and the Leader of the Opposition has triggered
a global storm of diplomatic maneuvering and strategic recalibrations. Virtually every capital is
watching India’s next moves — from Washington and Brussels to Beijing and Islamabad — and their
public statements, aid offers, and military postures will shape India’s international standing for
years to come. The United States and United Kingdom have rushed forward with preemptive offers



of intelligence support and special operations expertise, framing their involvement as both a
humanitarian imperative and a strategic investment in continued stability in South Asia. France
and Israel, meanwhile, have extended technical assistance for hostage negotiation and counter-
terrorism readiness. Notably, regional powers such as China and Pakistan have issued publicly
neutral statements, carefully avoiding overt alignment, while behind closed doors reportedly
posturing to maximize geopolitical advantage should India’s central authority falter. At the UN,
multiple Security Council members are aggressively pushing for a resolution condemning the
kidnappings, calling for departures from standard procedures to fast-track investigatory
cooperation, intelligence-sharing, and joint diplomatic pressure on presumed perpetrators—
highlighting the event’s implications beyond bilateral diplomacy. This environment of heightened
scrutiny forces Indian delegations to orchestrate a finely tuned strategic narrative: one that secures
foreign aid while preserving national sovereignty; one that projects strength without appearing
belligerent; and one that reassures allies without frightening fence-sitters. Facing this multifaceted
pressure, the committee must forecast the global ripple effects—including risks that transnational
terrorist networks will exploit this upheaval as a morale victory or recruitment tool, and that
international alliances may fracture if India appears faltering. Ultimately, strategic calculations
hinge not only on rescuing hostages, but on insulating India’s democratic institutions, reinforcing
its image as a responsible global power, and reshaping regional power equations—setting
precedents for how democracies manage leadership-targeted terrorism in the 21st century.

Committee Objectives and Deliverables

In the wake of the abductions, the committee must immediately prioritize the creation of an
integrated, multi-domain crisis response framework that simultaneously addresses rescue
operations, political continuity, and public confidence. Firstly, drafting a unified response strategy
involves assembling an emergency task force—comprising military commanders, intelligence
chiefs, crisis negotiators, legal advisors, public affairs officials, and even UN liaison officers if
applicable. The committee should hyphenate its short-term emergency tactics (hostage rescue,
perimeter lockdowns, suspect tracking, forensic investigation) with mid- to long-term structural
reforms (national hostage protocols, strategic communication doctrine, interagency coordination
systems). Delegates should draft a sequence of timed deliverables: initial intelligence-gathering
and situational updates; clandestine or overt rescue operation plans including international
technical support; negotiation frameworks involving vetted intermediaries; and contingency plans
for worst-case scenarios. Concurrently, the committee must weigh options between negotiation
and force—assessing the moral and political cost of conceding to terror with supply-and-rescue
trade-offs against the risk and public perception of a high-stakes tactical raid. Embedded within
this strategy should be an overt “democratic continuity plan” to maintain governance in the
absence of the political leadership. This could include empowering a temporary caretaker cabinet,
establishing a national unity council, and accelerating bipartisan emergency legislation to stabilize
institutions. Moreover, public trust has been shaken by the events: the committee must propose
symbolic and substantive measures such as daily press briefings, crisis hotlines for affected
families, a televised address from interim leadership, and nationwide solidarity events. To pre-



empt political opportunism, delegates should also draft guidelines to prevent sensationalist media
leaks, curtail hate speech, and institutionalize protections against internal sabotage. As a final
deliverable, the committee should leave behind a dual-track legacy: a blueprint for hostage crisis
response in future contingencies, and a commitment to resilience that transcends political fractures.

Crisis Procedure and Directive Handling

Effective crisis management in the absence of top political figures requires not only coherent
strategy, but disciplined procedural execution and real-time adaptability to dynamic threats. The
committee must thus operate under rigorous procedural norms: directives must be timestamped,
justified by verified intelligence, and channeled through designated crisis cells. Personal
directives—issued by delegates in their national or bloc roles—should align with an agreed-upon
matrix that distinguishes public statements, operational military orders, intelligence-sharing
protocols, and press release guidelines. Joint directives, co-signed by relevant committee factions,
lend credibility and solidarity; whereas committee-wide resolutions must be debated in closed
sessions, with minutes taken to ensure operational security and historical continuity. Delegates
will receive crisis updates—detailing location, communications intercepts, hostage conditions,
kidnappers' demands, and geopolitical movements—and should respond swiftly with targeted
directives such as: "deploy special forces unit Bravo to coordinate with foreign-provided ISR
assets," or "initiate anonymous back-channel communication via third-party NGOs." Managing
the information environment is equally vital: press releases must be carefully crafted to shape both
domestic and international narratives—balancing optimism ("hostages are alive and teams
mobilized") with realism ("negotiations ongoing but no guarantees"). Closed-door briefings should
precede sensitive actions like covert rescue or cyber-lockdown operations to prevent leaks.
Delegates must preempt disinformation which is likely to proliferate; for this, crisis cells should
include cybersecurity experts empowered to trace origins of misinformation, issue counter-
narratives through official channels and social media, and possibly sanction or discredit
originators. Political sabotage—either from opportunistic legislators, rival intelligence agencies,
or foreign actors seeking to destabilize India—must be tracked via a parliamentary oversight
hotline, with internal safeguards to identify and neutralize leaks or factional paralysis. As emotion
runs high, the committee’s procedural clarity and executive discipline must remain unwavering:
every delay or procedural objection risks public panic, fracture of delegate unity, or loss of
operational tempo. This disciplined architecture of crisis governance—harmonizing proactive
intelligence, tactical flexibility, narrative management, and internal cohesion—is the template for
transforming chaos into controlled response, ensuring that even in leadership absence, India acts
as a unified democratic state capable of defending its institutions and populace.

PaperWork and Al:

All paperwork is subject to Al detection checks. The threshold for AI which is allowed is 15%.
Any paperwork exceeding 15% Al will immediately be scrapped.



1. Personal Directive

A confidential order issued by a delegate to their respective portfolio’s apparatus (e.g., Home
Ministry to IB, Defence Minister to Army HQ). These are not debated in committee unless leaked
or challenged.

Format:

e To: [Agency/Department]

e From: [Delegate Name/Portfolio]

e Subject: [Clear title]

e Content:
o Objective
o Method (surveillance, raids, negotiations, etc.)
o Justification (intel basis, urgency)

o Timeline

Example:
To: National Security Advisor
From: Minister of Defence
Subject: Contingency Mobilization of Northern Command

Deploy Indian Army Northern Command to standby position 12 km from LOC.
Orders to engage only upon explicit instruction. Satellite surveillance requested.

2. Joint Directive

Issued by two or more portfolios who collaborate on an action—useful for cross-ministerial
operations (e.g., Home + Defence, or Defence + External Affairs). These carry more legitimacy
and efficiency than personal directives.

Format:

Same as Personal Directive but signed by all authors.



Use Cases:

e Military ops with diplomatic implications
e Inter-agency operations (e.g., NSG + IB coordination)

e Public policy actions requiring multiple ministries

3. Committee Directive

A fully debated and voted-upon document representing the consensus action of the AIPPM.
Requires at least majority support.

Format:

e Title
e Preamble (why this is needed, historical/legal reasoning)
e Operative Clauses (clearly numbered action points)

e Signatures of proposers/supporters

Use Cases:

e Declaring National Emergency
e Appointing Acting PM
e Approving use of lethal force

e Approving external intervention

4. Press Release

A public-facing communication intended for national or international audiences. Can be proactive
or reactive.

Format:
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e Header: “Press Release from the Government of India
e Date & Time
e Issued by: [Ministry or Committee]
e Content:
o Summary of government position or action
o Message to citizens/international community

o Call for calm/support/unity

Example:

Issued by: Ministry of External Affairs

“The Government of India strongly condemns the cowardly terrorist actions targeting
our Parliament. We are working tirelessly to ensure the safety of our leaders and have
received offers of international assistance. India will not be terrorized. The unity of
our nation remains unshaken.”

5. Internal Memo / Intelligence Report

Unofficial document used to inform or brief specific portfolios, crisis staff, or the committee
leadership. These can include updates, warnings, or classified findings.

Format:

To: [Delegate(s) or Committee]

From: [Agency or Delegate]

Subject: [Topic]

Briefing Text:
o Nature of intel

o Source credibility (RAW Grade A/B/C)



o Proposed response options

6. Communiqué

A formal diplomatic communication to a foreign government or international body (e.g., UN,
Pakistan, US Embassy). Used to signal intent, request support, or issue warnings.

Format:

e Header: "Diplomatic Communiqué — Confidential / Public"
e From: Ministry of External Affairs / Committee
e To: [Foreign Govt / UN Office]
e Message:
o Position or concern
o Request or demand

o Threat or assurance
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